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	Reason for change:
	BBF WT-470 clause 4.4.6 specifies
From the perspective of the 5GC both the 5G-RG and the FN-RG are UE; the 5GC PCF determines and sends corresponding URSP policies to the 5G-RG or to the AGF in case of FN-RGs.
The PCF gets policy related subscription information about a UE (or a RG) from the UDR; Current definition of this policy information is in 3GPP TS 23.503;
Moreover, in wireline, an auto-configuration server, ACS, using either CWMP (CPE WAN Management Protocol) protocol (BBF TR-069 latest issue) or USP (User Services platform) protocol (TR-369, latest issue), configures RG deployed in the customer premises by Wireline operators. Both 5G-RG and FN-RG receive policies from the wireline ACS. The 5G-RG and FN-RG use the User plane to exchange information with the ACS, possibly via an IP management address.
Requirements for the Northbound interface of the ACS are described in TR-131 (ACS Northbound interface requirements). This northbound interface connects an ACS to an OSS (Operational Support System). 
For the 3GPP systems, it is the Network Exposure Function (NEF) that would connect to the OSS, and then communicate the URSP to the UDR, and then further to the PCF.
The co-ordination of the policies in the PCF (wireless) and the ACS (wireline) should happen at the OSS level. 
The potential policy related co-ordination between ACS and PCF policies may correspond to following sets of policy information – the below are examples:
· Mapping from applications (e.g. internet / IMS Voice / IPTV) to data sessions: Data sessions relate to (DNN, slice identifier S-NSSAI) in 5GC, while they relate to the VLAN used on the access in the Wireline access. A priori the mapping from applications (e.g. internet / IMS Voice / IPTV) to data sessions is configured once on the terminal.
· URSP policies mapping traffic multiplexing identifiers (e.g. S-tags) over the V interface to 5GC PDU session level parameters (DNN, S-NSSAI) 


This requires the OSS to be able to configure URSP policies that are aligned with the policies set on the ACS.


	
	

	Summary of change:
	A W-AGF needs to be able to determine the (DNN, S-NSSAI) parameters of the PDU Sessions it requests on behalf of a FN RG. The W-AGF requests such PDU Sessions upon data trigger (e.g. PPPoE , DHCP, …) received over a data path identified by a VLAN; this is defined in BBF specifications.

Thus the W-AGF needs to be configured to request different PDU Sessions for different VLAN terminated at different FN RG (the VLAN configuration may not be homogeneous for a W-AGF service area that may serve different Wireline access networks with different VLAN configurations).
The corresponding W-AGF configuration about parameters of the PDU Sesssions to request corresponds to URSP that the W-AGF receives from the PCF (as the W-AGF acts as a 3GPP UE from 5GC perspective).
Such URSP(s) map VLAN(s) on the V interface of the W-AGF (identifying the target service of the corresponding data flows : e.g. internet / IMS Voice / IPTV) towards PDU Session parameters: DNN, S-NSSAI, SSC mode, etc..

Such configuration (the VLAN values in the URSP) needs to be co-ordinated with the VLAN values actually used on the Wireline AN Connecting the FN RG, keeping in mind that the goal of the 5GC connectivity is to not require operator changes to this configuration.
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FIRST CHANGE (all text is new)

[bookmark: _Toc19107224][bookmark: _Toc27840996]9.6.X	Configuration of URSP for FN RG
A W-AGF needs to be able to determine the (DNN, S-NSSAI) parameters of the PDU Sessions it requests on behalf of a FN RG. The W-AGF requests such PDU Sessions upon data trigger (e.g. PPPoE , DHCP, …) received over a data path identified by a VLAN and a GLI; this is defined in BBF specifications (WT-456 [9] and WT-470 [X]).
Thus the W-AGF needs to be configured to request different PDU Sessions for different VLAN terminated at different FN RG.
NOTE 1:	The VLAN configuration depends on the served FN RG as a W-AGF service area can serve different Wireline access networks with different VLAN configurations.
[bookmark: _Hlk30104262]The corresponding W-AGF configuration about parameters of the PDU Sesssions to request for a GLI corresponds to URSP that the W-AGF receives from the PCF for a SUPI corresponding to a GLI. Such URSP(s) map VLAN(s) at transport level on the V interface of the W-AGF (identifying the target service of the corresponding data flows : e.g. internet / IMS Voice / IPTV) towards PDU Session parameters: PDU Session type, DNN, S-NSSAI, SSC mode, etc.. 
· The VLAN at transport level on the V interface (S-tags as defined in WT-470) of the W-AGF are identified by the Traffic descriptor of the URSP,
· The PDU Session parameters  are identified by the Route selection components of the URSP
This applies to both Ethernet and IP PDU Session types.
NOTE 2:	The URSP  Traffic descriptor corresponding to a VLAN can map to a PDU Session of the Ethernet type or to a PDU Session of the IP type. 
NOTE 3:	As an example, a FN RG with VLAN 1 to be mapped to an Ethernet PDU Session and VLAN 2 to be mapped to an IP PDU Session would correspond to a first URSP Traffic descriptor identifying VLAN 1 and mapped to a Route selection component identifying PDU Session Type Ethernet and to a second URSP Traffic descriptor identifying VLAN 2 and mapped to a Route selection component identifying PDU Session Type IP.
[bookmark: _GoBack]UDR policy data related with a FN-RG subscription (UE Policy Section see clause 5.4.2.3 of TS 29.519 [y]) may be configured  accordingly.

NEXT CHANGE (2)

[bookmark: _Toc19107055][bookmark: _Toc27840816]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	BBF TR-124 issue 5: "Functional Requirements for Broadband Residential Gateway Devices".
[6]	BBF TR-101 issue 2: "Migration to Ethernet-Based Broadband Aggregation".
[7]	BBF TR-178 issue 1: "Multi-service Broadband Network Architecture and Nodal Requirements".
[8]	CableLabs DOCSIS MULPI: "Data-Over-Cable Service Interface Specifications DOCSIS 3.1, MAC and Upper Layer Protocols Interface Specification".
[9]	BBF WT-456: "AGF Functional Requirements".
[10]	BBF WT-457: "FMIF Functional Requirements".
Editor's note:	The references to BBF WT-456 and WT-457 will be revised when finalized by BBF.
[11]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[12]	BBF TR-177 Issue 1 Corrigendum 1: "IPv6 in the context of TR-101".
[13]	IETF RFC 6788: "The Line-Identification Option".
[14]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[15]	IETF RFC 3315: "Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".
[16]	IETF RFC 6603: "Prefix Exclude Option for DHCPv6-based Prefix Delegation".
[17]	IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6".
[18]	BBF TR-069: "CPE WAN Management Protocol".
[19]	BBF TR-369: "User Services Platform (USP)".
[20]	IETF RFC 3046: "DHCP Relay Agent Information Option".
[21]	IETF RFC 4604: "Using Internet Group Management Protocol Version 3 (IGMPv3) and Multicast Listener Discovery Protocol Version 2 (MLDv2) for Source-Specific Multicast".
[22]	3GPP TR 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]	3GPP TS 38.413: "NG RAN; NG Application Protocol (NGAP)".
[24]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[25]	3GPP TS 22.011: "Service accessibility".
[26]	3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".
[bookmark: _Hlk8920865][27]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[28]	IETF RFC 3376: "Internet Group Management Protocol, Version 3".
[29]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS)".
[30]	BBF TR-198: "DQS:DQM systems functional architecture and requirements".
[31]	3GPP TS 23.203: "Policy and charging control architecture".
[32]	3GPP TS 33.126: "Lawful Interception Requirements".
[33]	IETF RFC 2236: "Internet Group Management Protocol, Version 2".
[34]	IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".
[35]	IETF RFC 1112: "Internet Group Management Protocol".
[36]	IETF RFC 2710: "Multicast Listener Discovery Version for IPv6".
[37]	IETF RFC 2010: "Operational Criteria for Root Name Servers".
[X]	BBF WT-470: "5G FMC architecture".
[Y]	3GPP TS 29.519: "Policy Data, Application Data and Structured Data for exposure”

NEXT CHANGE (3)

END OF CHANGES
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